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RSA Identity Governance & Lifecycle 7.5 
Patch 1 Release Notes 

What’s New 

The following sections describe the new features and improvements in version 7.5 Patch 1. 

Feature What’s New 

Data Collection  
ACM-110367 

The indirect relationship processing log includes major messages 
from Explode_LocalRoles invoked in the run command. 

Custom Attributes 
ACM-104606 

Introduced Out Of The Box 'Owner' attribute for Application Role 
and Entitlement. Combined OOTB 'Owner' attribute for all object 
types (that is Application Role, Entitlement, Group, and Role) in UI 
tables. 

Functional Changes 

Issue Description 
Collector 
ACM-110152 

Deprecated Federated Salesforce collector type from Account 
Collector 

Attribute 
ACM-104606 

Introduced Out of The Box 'Owner' attribute for Application Role 
and Entitlement. Combined OOTB 'Owner' attribute for all object 
types (that is Application Role, Entitlement, Group, and Role) in UI 
tables. 

Fixed Issues 

Access Certification    

Issue Description 
SF-01733580 
ACM-109532 

Review Definition: View All Aveksa entitlement gave users 
excessive authorization. 

SF-01726656 
ACM-109567 

The reviewers with user review and account review were getting 
"Insufficient privileges to view page" if the first review was 
delegated and then they tried to perform a second review. 
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SF-01741548 
ACM-109722 

The application crashed when editing a Violation Remediation 
review associated with many rules. 

Access Requests   

Issue Description 
SF-01681103 
ACM-108776 

Form used in the manual fulfillment node did not reflect the 
changes. 

Account Management 

Issue Description 
SF-01732269 
ACM-109601 

Directly Entitled roles were shown incorrectly in 
PV_USER_DIRECT_ACCESS and V_AVR_USERACCESS 

AFX  

Issue Description 
SF-01742338 
ACM-109954 

Unparseable date value of 'accountExipres'. Expected the string to 
be in 'MM/DD/YY HH:MM’ format from AFX request payload. 
Changed the date format expression for the "accountExpires" 
attribute which was causing parse exception to "MM-DD-YYYY 
HH:MM:SS" 

SF-01755290 
ACM-110185 

During fulfillment state completion of CreateAccount CR item, 
concurrent email was sent to update the temporary password 
object to handle. 

SF- 01742049 
ACM-109789 

AFX requests were executed in the provisioning command node 
when the connector was in TEST mode because the connector 
state check was not done. 

Archive 

Issue Description 
SF-01749906 
ACM-110159 

Updated the table_type to B as archive and purging were done for 
tables T_AV_WFJOB_ITEMS,T_AV_WFWORKITEM_PART, 
T_AV_WORK_ITEM_METRICS,T_AV_WFESCALATIONS,WP_ACTI. 
One-time cleanup script was given as parent tables records were 
purged but child tables records were not purged. 

Change Requests and Workflows  

Issue Description 
SF-01732374 
ACM-109518 

On auto completion of CR activity where the Technical Approval 
Node has no resources, default resources are now assigned. 
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SF-01724453 
ACM-109579 

Duplicate changes were requested and displayed under Users >> 
Requests if a user account is shared by multiple users. 

SF-01669400 
ACM-108097 

Performance issue with CR generation from Rules and Reviews 

Data Collection Processing and Management  

Issue Description 
SF-01716999 
ACM-109339 

Business Units (Application, Directory, and Role set) cannot be 
deleted when the collections associated with them are in progress 

SF-01724028 
ACM-109561 

For REST Identity collector mixing attributes, when there is an 
empty attribute in the data file, the collector collects the attribute 
from the next user in the data file. 

SF-01685747 
ACM-109262 

ORA-30926: unable to get a stable set of rows error while Merging 
MEUID from T_MASTER_USER_MAPPING for the users from 
Inactive IDCs. 

SF- 01670486 
ACM-108654 

The Duplicate data in t_av_role_inconstraint was cleaned up using 
a cleanup script 

SF- 01656692 
ACM-108183 

Re-designed the logic of User Constraint metrics to reduce the 
number of executions of user constraint SQLs for better 
performance. 

Database Management  

Issue Description 
SF-01720185 
ACM-109459 

Purging was not included for the event in 
'SUMMARY','PP_SUMMARY' when run id is null or less than zero. 

SF- 01643600 
ACM-107458 

The ORA-39083 error handles the import of archive data. The data 
pump command uses the parameter REMAP_SCHEMA which 
remaps the table’s owner and not the owner of the function used 
by the virtual column. 

Email  

Issue Description 
SF-01756763 
ACM-110245 

When importing an email template, it fails with 'Could not 
determine user id for userID, value=null' 

 

 

 

Installation Error 
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Issue Description 
SF-01744418 
ACM-109788 

While doing a fresh installation, the error, "Encountered 
unexpected return code 255 when determining Oracle version," is 
shown. 

Log Artifact Collection 

Issue Description 
SF-01459161,  
SF-01537239,  
SF-01562025, 
SF-01601875, 
SF-01656415 
ACM-102914 

Log Artifact Generate feature does not work in WebSphere 

Password Management 

Issue Description 
SF-01747900 
ACM-110063 

Synchronized the number of mismatches in the business source 
associated with password groups in password management. 

Performance 

Issue Description 
SF-01751179 
ACM-110017 

Using Public View PV_CHANGE_REQUEST_ACTIVITY 
performance is very slow in login and landing in the home 
dashboard. 

ACM-108574 Navigating between tabs in reviews is slow 

SF- 01714363 
ACM-109170 

Added a filter to query limited to the full table access in 
t_av_change_request_details for better performance. 

Migration  

Issue Description 
ACM-109418 Error ORA-01031 occurred during update to latest patches. 

Request Forms 

Issue Description 
SF-01715475 
ACM-109278 

Form used in restrictions is skipped by direct link. 

SF-01685292 
ACM-109569 

Form failed to display the users when the "Changes apply to:" filter 
contained a value with single quotes in it. 
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SF-01751967 
ACM-110094 

While editing a submission variable throws an error as there was 
the limit for ADDITIONAL_CONFIG column field to 4000 bytes 
causing issue with space. 

Reports 

Issue Description 
SF-01719183 
ACM-109558 

Fixed the issue in ‘All Uses’. Now, ‘system’ does not appear. 

SF-01759973 
ACM-110361 

Fixed the issue in server startup 

Reviews 

Issue Description 
SF-01724253 
ACM-109466 

In multi-step review, fixed "Maintain with Expiration" 

SF-01745380 
ACM-109860 

While creating the review definition, the review definition warning 
parsing failed. Added a condition to handle ‘between’ clause in the 
search filter, parsing failed warning appears on saving it. 

SF-01759934 
ACM-110350 

Processing Data was not shown on the review bulk action. A 
rotational icon was added as its processing. 

Review UI Performance 

Issue Description 
SF-01685638 
ACM-108424 

Addressed ongoing challenges with scalability and user 
experience issues. 

Role Management  

Issue Description 
SF-01728957 
ACM-109414 

Roles without change requests are stuck in the applied state and 
further modifications are not allowed on those roles until the states 
are updated in the database.  
Revert options are available in UI for roles stuck in the applied 
state to return the changes to earlier committed versions. 

SF-01740636 
ACM-109708 

Indirect change items are not generated for removing entitlements 
from child roles.  

SF- 01684148 
ACM-108491 

The child role analytics tab was not showing the indirect members 
(Inherited from parent role) in the missing entitlements. 
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Rules 

Issue Description 
SF-01684756 
ACM-108490 

Violation Exceptions performed from Violation Remediation review 
are failing with the error "ORA-30926. 

SF-01545104 
ACM-108794 

CR was not getting generated from Termination Rule if the display 
name of custom attribute present in entitlement condition was used 
for other entitlement types. 

SF-01737120 
ACM-109599 

Rules Preprocessing was not triggering due to cleanup performed 
by Deleted Collector package 

SF-01751718 
ACM-110041 

V_CLOSED_VIOLATIONS contains null names when the 
accounts/entitlements are deleted while having an open violation. 

SF-01758888 
ACM-110444 

Exporting and Importing a rule results 
java.lang.NullPointerException. 

Server Core 

Issue Description 
SF-01726699 
ACM-109394 

Optimization for Data Purging Merge Query 

SF- 01678523 
ACM-108873 

Made changes to the startup scripts of the application 
(aveksa_server.service and afx_server.service) to start. After the 
service network.target is started after the reboot. 

Security 

Issue Description 
SF-01745887 
ACM-109845 

A business owner with view-only access was able to edit user 
mappings. 

Web Services 

Issue Description 
SF-01740967 
ACM-109736 

In CheckAccess web service API, if the account does not have 
entitlement then the user associated with the account was being 
checked for entitlement. 

Workflows 

Issue Description 
SF-01740798 The technical approval node in fulfillment sends a duplicate email 

for approval activity when the approval activity is rejected.  
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ACM-109746 

SF-01735959 
ACM-109572 

The decision node was not working as expected when the 
condition name is not null. 

 


